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Section 1:

Introduction: Fast forward to the future of payments

The payments landscape is experiencing a wave of innovation, driven by technological advancement and consumer desire for on-demand banking and payment solutions. As a result, non-traditional market players are challenging the long-held role of incumbents. Conspicuous among these are new, non-bank competitors; some of which are already well established in the market. Given that the payments market has been traditionally served by banks, these new, innovative non-bank payments providers are causing disruption and driving rapid changes to the payments landscape. This situation could easily accelerate to a tipping point if the incumbents do not act swiftly and decisively to position themselves competitively by offering attractive, value-added products and services to both individual and corporate customers.

Payments leaders must make decisions today to win in the future. Technology giants, FinTechs, merchants, and social media giants have all created their own digital payment offerings. Though it is unlikely that any one of these companies will entirely replace banks in the short term, they have undoubtedly put pressure on incumbents to innovate and transform their business models to meet consumer expectations of speed, flexibility, and convenience. In 2018, a leading market research firm stated that two-thirds of banks believe their payments infrastructure will need a significant upgrade in the next three years as back-office functions become an essential part of their digital strategy.¹

---


How can traditional and non-traditional players in the payments industry grasp the present opportunities?

Driven by changes in digital technology, consumer demand, and competitive forces, the way people make payments is evolving faster than any area of financial services. Understanding the trends in payments is important for payment service providers to offer products and services that meet the complete financial needs of consumers.

From card issuers and acquirers, processors and networks, payments service providers are working to embrace new technologies while keeping pace with rising customer demands. The result is a dramatic change in the number of payment options and in how payments products and services are being built, deployed and utilized. The lines of distinction between banks and payments networks will continue to blur as networks begin thinking about entering the landscape beyond card-based payments (e.g., push payments). Networks are no longer operating strictly in the background of the payments cycle; they are coming to the forefront of the relationship with customers and their bank. For example, Visa’s Network Hub Push Provisioning provides access to push capabilities. For customers, this would mean no longer having to go wallet by wallet, merchant by merchant, or device by device to register and update digital credentials; instead this can all be centrally managed through the issuer’s mobile app. The importance of a true omnichannel payments infrastructure has been increasing along with customer digital usage and the demand for seamless, consistent interaction, and improved security across payment channels.

Customer experience will be at the heart of the future of the payments evolution. Institutions will have to leverage new technologies and digital innovation to make the customer payment experience more convenient. Demographic shifts, technology advancements and new expectations for user experience are among the trends impacting the payments market and its stakeholders. Winners in the market will be identified by their capabilities to provide a unified customer experience across multiple channels and geographies and to go “beyond payment solutions.”

This paper illustrates our point of view on what the future of payments will look like and what strategies the winners can implement to differentiate themselves in this fast-changing landscape.
Section 2:

The ever-vanishing payment: Focus shifts to commerce and customers

As customers become increasingly frustrated by payment solutions that require enrollment, entry of payment data, or additional effort of any kind, the end-to-end commerce experience will become more important than any individual product or service solution alone. Customers will want all information seamlessly and instantly available when they complete a transaction further blurring the lines between shopping, purchase and paying.

While digital wallets have been around for a while, the adoption rate has varied a great deal. With the expansion of digital wallet offerings—including event ticketing, transit passes and loyalty cards—consumers will be incentivized to rely on and to store their payment information within digital wallets and applications, pushing the physical payment card/vehicle further into the background. Next generation digital payments vehicles will not only be embedded within smart devices—they will also have to offer increased securitization, such as tokenization and strong authentication. The payment card will no longer stand alone; it will exist with a digital twin.

At some level this is nothing new. More than 50% of consumers now shop contextually, making purchases during everyday activities and in their natural environment. For years, online purchases have been made using a card on file at a merchant. However, within many new mobile applications, such as those offered by ride-share services and taxi companies, payment takes place completely in the background. In a world with increasingly more connected devices (the internet of things), payment capabilities continue to be streamlined. For example, car companies are partnering with payment networks and merchants to create connected cars. These connected cars are expected to communicate with other connected devices and point-of-sale (POS) systems using biometric voice technology to facilitate payments for goods such as fuel, toll roads, vehicle maintenance, and parking; effectively making the car the payment device. The full payment ecosystem will be becoming even more complicated, even while spending seem simpler to consumers.

Technology advances will enable payment service providers to deliver a true omni-channel portfolio of integrated, digitally-enabled products and services where networks and terminals, online payments, merchant acquirers, and dynamic currency conversion (DCC) work seamlessly together. For example, theme parks now provide all-in-one wristband devices enabling park guests to unlock their hotel rooms, pay for food and

---

merchandise, access rides, and use personalized rewards based on customer preferences. More and more merchants are looking toward implementing similar strategies to provide an enhanced and consistent customer experience.

Embedded payments will also introduce new considerations for merchants. World Wide Web Consortium (W3C) is developing embedded payment credentials within a browser so that all payment options will be held within a web browser application programming interface (API). Since all payment options will be available to the customer to select, within the confines of network policies and regulations, merchants also need to retain some level of control to determine which payment types they will accept, as well as the order in which the payment options are displayed to the customer (example, whether to prioritize the merchant’s own payment type over others). For example, Walmart.com may not want to allow Amazon Pay to be surfaced in a wallet as the top choice of payment option over their own store-branded payment type, or Walmart.com may not have a relationship with Amazon Pay and should be given the control to reject that payment type.

Blurred lines, digital wallets, payments in the background and the ecosystem of involved parties will give rise to more omni-channel models (such as Starbucks), which combine a mobile app, a loyalty program, gamification, and a frictionless payment method. Fast-food restaurants such as Panera, McDonald’s and Taco Bell have all introduced mobile apps and kiosks to remove friction from the ordering process, to improve order accuracy and to offer targeted rewards for users with an active account. The fused loyalty and payment capabilities will enhance the customer experience. Payments players are focusing more on the customer experience, ease of doing commerce and removing friction by “embedding” the payment in the transaction, similar to Amazon Go’s “Just Walk Out” shopping, where customers can skip the checkout line.

If traditional payment service providers do not focus on perfecting an omni-channel strategy that includes a unified, single platform on par with the innovation from FinTechs, they will find it challenging to maintain and promote their brand as payments move further in the background of the consumer experience. Payment networks are working to address this in a few different ways. Visa introduced the Visa Everywhere initiative, which is a global innovation program that tasks startups with solving the payment challenges of tomorrow, and the company is changing its marketing to state that it plans to be everywhere its card members perform commerce. Additionally, there is a strong push toward partnerships between payment networks and other companies to become embedded in the internet of things (IoT). For example, MasterCard is partnering with IBM and GM to create in-car payments systems using vehicle consoles and voice-enabled assistants to provide frictionless payments.
Section 3:

AI and ML: Going beyond operations and fraud to drive loyalty, rewards and revenue

Data analytics, artificial intelligence (AI), and machine learning (ML) are increasingly leveraged for use cases such as fraud and operations improvement. As technology matures, it will be used to provide more granular insights into everything from location-based and preference-based marketing, to advanced point-of-sale credit decisions, to targeted rewards and loyalty. The technology will also help corporates make the right payment choice based on their needs. AI and ML will spread to all areas of the payments value chain, providing better decision-making, increased efficiency, security and innovation. Looking further ahead, AI has the potential to enable payments to undergo a dramatic transformation with the promise of enormous operational efficiencies and lower operational costs. By the end of 2019 alone, 40% of digital transformation initiatives as well as 100% of IoT initiatives will be AI-supported.

- **Business decision-making and marketing:**
  Emerging technologies help you identify the best customers to pursue or the best products to offer to your target market. Coupled with data analytics, AI and ML will help companies identify prospects, convert prospects to buyers, cross-sell and up-sell, retain profitable customers, and reduce customer attrition. Additionally, with increased end-to-end digitization, more information is needed to provide context to the customer (e.g., disputes are caused by customers not recognizing charges or the merchant details). Enhanced mapping of merchant details, including purchase line item detail, is one way to improve the formatted quality of content displayed to customers to help them recognize and understand their transactional history.

- **Efficiency and innovation**
  AI and ML will spread to all areas of the payments value chain, providing better decision-making, efficiency, security, and innovation.

- **Data unification**
  Capturing every insight from the customer from all sources and channels will help establish trust and deeper relationships.

- **Emotional attributes**
  Natural language processing (NLP) and ML will be deployed in ways that consider emotional attributes along with behavior patterns.

- **Rewards reimagined**
  Preset loyalty schemes will give way to more dynamic and customer-tailored rewards programs powered by ML and analytics.

---


Customer experience: Devices with voice recognition systems increased in usage by 128.9% since 2017. Reducing friction and improving interaction between customers and channels are becoming critical. Improvements in natural language processing technology and ML make voice payments and conversation commerce more feasible. With increased security and privacy, voice payments will most likely follow the same trajectory as mobile in becoming more broadly used to shop, pay and manage accounts as customers trust the technology more and it becomes normalized in the payments landscape.

Rewards and loyalty: Pre-defined loyalty programs will be reimagined and give way to more dynamic, personalized and portable rewards based on customer preferences and transaction history to drive spend at specific merchants or for specific products. This will require deeper partnerships and data sharing between payment providers and merchants as customers will expect to be able to both pay and redeem rewards or use coupons at the same time at the POS, increasing the potential reward and loyalty-driven revenue.

Process analytics: Data and analytics will drive a reduction in business costs and considerable business efficiencies in disputes and chargeback processing, settlement and customer onboarding. Banks will increasingly use AI and ML to improve treasury services by offering intelligent receivables and reconciliation, making it easier to apply incoming payments to outstanding invoices, and by providing better cash forecasting services.

Information security: With the proliferation of data available in real-time and the push for faster payments, authentication, fraud detection and protection, cybersecurity will heavily leverage AI and ML capabilities. FinTech companies will make it cost-effective for larger network-based enterprises to use advanced analytics to monitor and to detect information security risks, going beyond simple rules-based capabilities. Implementing enhanced security measures to protect the customers will speak directly to the increased demand for data protection, which will have positive impact on customer confidence. This has the potential to increase revenue as customers may show preference to payment channels where they know their personal information is secure and well protected.

Segmentation and marketing: AI will allow segmentation teams to create more educated, personalized campaigns to reach consumers, all while viewing their work through a big-picture focus.

Fraud prevention: AI will be more integrated, not just detecting fraud but preventing it before it happens.

Customer relationship: AI will enable companies to get closer to their customers, design customized experiences and deliver relevant customer engagement in real-time.

Merchant onboarding: AI will drive greater onboarding capacity, thus creating the ability for traditional acquirers to onboard more merchants.

Rewards and loyalty: Paired with traditional data and analytics techniques, loyalty programs will be reimagined and give way to more dynamic rewards-based customer preferences and transaction history.

Information security: Biometrics such as facial recognition will revolutionize checkout processes and make online and in-store payments more secure.

Blockchain: Besides cryptocurrencies, AI will drive blockchain technology to improve payment processing and trading functions.

Data and predictive analytics: With rising pressure from non-banks, payment providers will focus on the large amount of data available and real-time predictive analytics to drive growth.
Section 4:

Differentiating factors: Corporates want a banking partner that provides distinctive value-added services

As corporate treasurers expand their role within the enterprise, they will look at banks as their strategic partner and not just as a payment processor. This will result in payment service providers revisiting their business models to become an advisor and to provide value-added services in addition to fee-based transactions. To be better equipped to support their corporate treasury clients’ changing needs, banks are undergoing digital transformations, leveraging new digital tools and enablers to improve and accelerate results. According to the Gartner 2018 CIO Agenda Industry Insights report, 26% of a banking CIOs already consider digital transformation as their top priority, with 25.7% of the bank’s IT spend expected to be directed toward digital transformation. This number is expected to grow by 40% by 2020.9

Corporates will look at the banking partners to provide:

- **Access to accurate, real-time information**
  
  to allow them to make data-driven decisions with confidence. Market leaders will increasingly use APIs and participate in industry initiatives, like SWIFT GPI, that will help them provide more transparent and real-time information to help their clients track payments, forecast cash dynamically, complete their reporting and make better decisions.

---

9 “Is Digital a Priority For Your Industry?,” Gartner
- **Streamlined services** that provide better control and increased visibility over their cash outflows, cash inflows, and overall liquidity positions. Bank partners will need to offer industry-leading solutions, such as intelligent receivables, online-only accounts and rule-based liquidity management.

- **Streamlined onboarding** processes to ensure that onboarding with their respective financial institutions is completed within weeks, not months. Technology, similar to the NextGen Document Solution, will be broadly adopted to streamline the onboarding process by reducing redundant information requests to clients. Document management systems will be coupled with tools, such as intelligent optical character recognition (iOCR), that leverage AI to categorize unstructured data and extract essential data elements from documents received. This use of AI can accelerate data entry and document processing to support the onboarding process with the added benefit of improved data quality.

- **Integration with a client’s core systems** using APIs or other technologies that ease payment initiation, reporting and analytics. With APIs, banks will increasingly connect with their corporate clients’ enterprise resource planning (ERP) and treasury management systems (TMS) to facilitate real-time payments, document management, and cash forecasting. Large treasury service providers will also seek out partnerships with the leading ERP providers to improve connectivity.

---

**Advisory model**
Payments providers will use data and information from multiple sources (internal and external) and advise clients on how to make better financial decisions.

**Deep insights and connectivity**
Corporates will look for deep insights, enhanced reporting and analytics to be delivered to their core systems via enhanced integration and APIs.

**Partner not processor**
Moving away from transaction-based pricing, payment providers will provide value-added services to differentiate in the market.

---

**Streamlined onboarding**

**Improved information**

- NextGen document solutions
- Blockchain
- Digital portals
- APIs

**Enhanced connectivity**

**Continued innovation**

- Advanced analytics
- NextGen data
- Virtual accounts
- Faster payments
Section 5:

Open platforms: Making friends of traditional foes

The path toward open banking will vary across geographies and markets, but the goals will be shared. The EY Open Banking Opportunity Study, which measures the potential for open banking to succeed across 10 different markets, finds that consumer sentiment toward open banking could be a major factor affecting its progress. Key themes included control (consumers taking charge of their data) and innovation (creation of new types of services). Open banking will change how consumers engage with their banks and payment services providers, introduce new channels, and promote innovation and competition in financial products.

Open banking (or permissioned banking) presents a seismic shift for both the emerging and incumbent payment service providers. Sharing of data between organizations will enable better customer experiences in different areas of the payments chain, from know your customer (KYC) to fraud, rewards, and marketing. To this end, several big US banks have partnered with FinTechs and industry groups to form the Financial Data Exchange (FDX), which aims to develop a common interoperable standard for consumer data sharing. Financial institutions will need to agree on a framework to securely share data with third parties or FinTechs looking to develop personalized products.

Global banks will utilize a multitude of approaches to engage with FinTech and data providers. They hope to cut their long-term costs while protecting their market share by introducing innovative banking products for their customers. We are seeing partnerships happen among traditional competitors. For example, Bank of America has partnered with PayPal to allow customers to easily link their credit and debit cards to their PayPal account. This partnership allows Bank of
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America to earn fees from card transactions and expands PayPal’s network and transactional volume. Success of similar partnerships will be mixed unless banks are clear about the scope and mandate for innovation through careful management of people, process and technology. By ensuring alignment with the FinTech or data provider on critical success factors, banks can increase the likelihood of successful partnerships.

Financial institutions will seek increased participation in networks, allowing them to take the leap toward digital innovation, which is not possible by building products in silos. In 2018, Zelle processed US$119 billion in payments on 433 million transactions, compared with US$75 billion on 247 million transactions in 2017.\textsuperscript{11} After multiple failed person-to-person (P2P) efforts by banks, the success of Zelle illustrates the power of the network.

**Varying paths to open banking**
Countries will inevitably move to open banking, either driven by mandates or voluntarily in pursuit of standardization and innovation.

**Open banking adoption by country**
Open banking adoption for each country will be driven by the regulatory environment, consumer adoption, consumer sentiment, and innovation.

**Business, operations and tech**
Open banking will need a customer-centric business strategy, new business and operating models, rapid innovation cycles, flexible technology integration, enhanced security, and an updated privacy and liability regime.

**Banks coming together**
Banks will come together to build and participate in ecosystems as they realize the power of networks such as Zelle.
Section 6:

Security: An ever-present concern, but innovation eases some of the pain

Payments will continue to involve money, and where money goes, fraudsters will follow. With more digital channels available to customers, virtual interactions are increasing, making identity verification more difficult. As the risk of payment fraud and cybersecurity threats increase, financial institutions must do more and invest more to protect their customers against this danger. In fact, the EY Global Information Security Survey shows that, as payment ecosystem participants work to optimize their programs, cybersecurity is rising in importance on board agendas. The survey reveals that only 6% of financial services companies say their information security function currently meets their organization’s needs, but 65% plan to make the required improvements. 12

In today’s digital era, many have a long way to go to fine-tune their capabilities. Initiatives like EMV and tokenization have helped reduce fraud. However, cyber threats and card-not-present fraud continue to pose security concerns. As open banking takes off and IoT-based interfaces, such as Siri and Alexa, are used to pay, there is an increasing need to enhance security along with the customer experience. Digital identification will be able to address concerns with contactless payments, such as voice payments, with regards to authentication, security and privacy. Additionally, where multiple standards exist, standardization and interoperability will be key to providing enhanced security and stronger authentication in digital and web payments.

12 Global Information Security Survey 2018-19, EY
As payments move to a more digital ecosystem, payment ecosystem participants will:

- **Look to adopt biometrics** such as facial and voice recognition to strengthen payment authentication
- **Leverage distributed infrastructure** for payment processing as well as for KYC and identity management
- **Invest in digital identity solutions**, either independently or as part of a network

A cross-industry, cross-sector, verified and enriched digital ID can potentially build a “trust network” where customers participate and control their own personal data with simplified access to digital products and services.

A shared approach to enrich digital identification will provide collective risk management, thereby reducing the ability of bad actors to access public and financial services and lowering the likelihood of fraud and cybersecurity breaches for customers. The benefits of a digital ID solution will span revenue generation, cost savings, regulatory compliance and customer perception:

- **Create new revenue streams** – there will be an opportunity to generate revenue from usage across the industry and other third parties, as well as potentially creating a capital asset with market value.
- **Cut operational costs** – the solution should reduce operational costs from existing processes. This savings alone could make the service cost-neutral for each investing member while enabling further financial benefits.
- **Reduce regulatory spend** – relying parties, such as banks, can reduce regulatory-driven spend by mutualizing the costs of compliance with common regulations.
- **Increase customer value** – for relying parties, such as government departments, banks, and insurers, being able to provide the customer with an enhanced digital experience will reduce churn and increase cross- and up-sell opportunities. An enriched digital ID will also enable customers to take more control of their data and reduce their risk of fraud.

---

**Authentication is the payment**

Biometrics, facial and voice recognition, distributed infrastructure for identity, and access management will ease some of the payment security issues.

---

**Digital identity**

Enriching core digital identity will provide customers with simplified access to products through easier authentication and onboarding.

---

**Trust networks**

A trust network of institutions may create shared and trusted adaptable digital identity where customers can digitally authenticate themselves with various services providers.
Section 7:

Real-time data and payments: The “new normal” for consumer and commercial payments

As customers begin to expect their payments to mimic their digital usage – everything now and on-demand – real-time data and payments are increasingly being adopted around the globe as more countries and regions invest in the real-time infrastructure. Globally, there are currently 40 active real-time payment (RTP) schemes, up from 25 in 2017. In addition, 5 payments programs are under development, with another 16 expected to be live within the next 12 – 18 months. In our opinion, this “new normal” of RTPs will be driven by:

- Mandates and regulatory direction
- Banks’ investments in modern infrastructure
- Customer expectations and experience
- Digital investments and innovation
- New use cases that will increase both the volume and value of payments

Forces for RTP adoption
Customer demand mandates, along with availability of a modern, digital infrastructure, will support the drive toward real-time payments (RTPs).

A bigger pie
RTP adoption will present opportunities for new use cases, tools, and offerings, but at the expense of current payments, like checks and cash.

Gig economy
Customer experience and expectations of the gig economy workers will be one of the drivers of real-time payments in the retail segment.

RTP at point of sale?
While RTP at POS will be a game changer, it will face challenges on rapid adoption by payment providers and merchants where software and hardware changes are required.

---

13 “Flavors of Fast,” FIS
While all the above factors will contribute to an acceleration of the real-time payments, if banks do not fill the void, then other white labeled solutions by FinTechs will capture and cater to use cases such as consumer P2P payments, on-demand wages for the gig economy, revitalized bill payment experiences and push payments. Payment service providers will look to offer faster payments to corporates as they will look for predictability, transparency, and cost efficiency – all supported by RTPs.

In the US, real-time payments infrastructure is being implemented and driven by both public and private sector players, (i.e., the Federal Reserve and The Clearing House), with the goal of making faster payments available to any consumer and business in the next three to five years. To smoothly adjust to a new payments environment, these players are focusing not only on developing the necessary infrastructure, but also on establishing rules and frameworks to operationalize RTP in the US payments industry.

Real-time payments at POS will be another game changer for commerce. However, this may not see mass adoption in the near term as this requires deep integration and partnerships with providers and merchants. The development of RTP capabilities at the POS will help reduce costs, allowing providers and merchants to improve their working capital and potentially lower prices to consumers who are paying in real-time.
Section 8:

Global interoperability: Pockets of innovation will take hold

Historically, payment systems have been built on disparate technologies, which created inherently siloed systems because of varied technology stacks and standards that made these systems non-interoperable. As the industry grew alongside these disparate systems, it came to rely on closed networks and siloed systems. Moving data between these systems has always been a challenge because of integration issues and incompatible payment formats. With the rapid growth in the payment industry over the past 20 to 25 years, these inherent challenges were overlooked as a trade-off for other customer benefits. Thus, as the industry evolves, this approach is generating substantial friction, which is stalling the industry growth.

As new payment systems are rapidly gaining market share, integration with the legacy, monolithic payments systems have been challenging. Countries will continue to modernize the underlying infrastructure and payment rails, either driven by mandates like open banking, RTP and SEPA Instant Credit Transfer (SCT Instant), or by banks coming together to form networks such as Zelle. In developing countries, technology giants and emerging payment providers such as Alipay, Paytm and WeChat Pay continue to flourish in their respective region. Other P2P and tech providers such as TransferWise, Facebook Payments and Amazon Pay will gain share in other regions or segments.

As legacy payments systems are trying to modernize and integrate with new payments systems, regulators across many countries and regions are announcing a new wave of risk reduction and standardization initiatives to rationalize the multiple solutions and offerings emerging from FinTechs and large tech firms. In some areas of the world, regulators from neighboring countries are collaborating to create regional payment standards.
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1. Payment schema

Without payment format standardization, it will be impossible to achieve interoperability. The payment industry is gradually making a shift toward adopting a standardized payment format (ISO 20022), given its ability to treat payment terms equally and to provide flexibility for future modifications. Some of the key industry bodies such as The Cleaning House, NACHA and the European Payments Council are leading the charge for a push toward ISO 20022. Banks and corporates across the globe are also joining the ISO 20022 schema and agreeing to adhere to its rules.

For payment providers and processors, embracing a global messaging standard may help achieve future global interoperability, but a common global clearer or a non-card network is unlikely. This is why we will continue to see regional innovation around the globe as financial institutions participate in different networks and different P2P schemes.

2. Settlement network interoperability for cross-border payments

Interoperability is the biggest hurdle in cross-border payments because of the friction caused by the number of disparate payment systems, clearing and settlement systems, and intermediaries involved in a single cross-border transaction. With global trade integration and ease of doing business across territories, e-commerce business is growing exponentially. To cash in on the growth, all the big players in the payment industry (such as Mastercard, Visa, PayPal, SWIFT, JPMC and Citi) and FinTech players (such as Ripple, Earthport, R3 and Xoom TransferWise) are making large investments toward cross-border interoperability.

Customers are signaling their preference to stay on one platform and still can make payments to beneficiaries across multiple platforms. We feel that, eventually, the customer experience in being able to seamlessly make payments across various payment options will drive the growth. At the same time, FinTechs (such as TransferWise) that provide solutions to address friction in global payments will continue to thrive. These pockets of innovation addressing global commerce and small-business needs will have a direct impact on domestic P2P solutions by pushing the need for interoperability forward.

3. Interoperability of multiple systems

Interoperability has accelerated innovation in many industries and contributed to transformation in areas like the internet, email, cloud-based services and IoT. However, the payments industry is lagging in growth and innovation by holding onto closed models that don’t allow dissimilar systems to easily work together. An example of this friction in the payments system can be seen where global low-value disbursements from bank accounts and the increased adoption of digital wallets intersect. It is difficult, if not impossible, to send a payment from a bank in the US to an Alipay wallet or Paytm account.

As the payments industry moves from a closed system to an open system, people expect payments to work seamlessly in real time, even if they rely on different companies, systems, or merchants. Interoperability of multiple systems will allow merchants to accept payments from consumers and to participate in multiple payment schemes. For example, a merchant today may accept payments by way of Apple Pay, Alipay, Amex, Visa, Mastercard and others, and interoperability between these systems will enhance standardization and provide a consistent experience for the merchant.

Drivers for interoperability

Executing payments on legacy, monolithic systems using disparate technologies and formats is creating substantial transaction friction.

Stages of interoperability

Interoperability could be achieved in multiple stages: payments format interoperability, settlement network interoperability, multiple system/payment type interoperability.

Interoperability adoption

There is a lot of traction toward achieving interoperability. However, given all the challenges, the industry has a long way to go to achieve a global interoperable solution.

For the payment industry to maintain the growth trajectory, we anticipate a paradigm shift toward standardization in the payments industry, enabling interoperability across payment mechanisms, clearing and settlement systems, and liquidity providers. This shift toward enhanced security and interoperability will take place at multiple levels:
Section 9:

Winners circle: How the leaders will stand out in an ever-changing market

The trends covered in this paper represent not only exciting drivers for growth in electronic payments but also challenges for incumbent financial services players. To take advantage of these market-transforming trends requires a strong end-to-end understanding of how consumer behavior impacts the full value chain of payments, not just the payment transaction itself.

For leading banks and non-banks that understand key customer pain points and experience “delighters,” there are opportunities to partner with a broader ecosystem of players to provide integrated, and high-value-added, offerings and solutions.
Winners in the market will be organizations that:

Integrate with a relentless focus on customer experience

• Make payments increasingly frictionless and invisible. Winners will seamlessly integrate the shopping experience search, payment, shipping, and loyalty capabilities into one low-friction environment by providing the customer with clear choices that put them in control of delivery timing, payment options, and reward benefits.
• Create easy-to-integrate and interoperable capabilities to facilitate payments in an environment with even more connected devices (the Internet of Things).
• Enable integration of multiple payment channels to create a frictionless, omni-channel experience. Industry leaders will engage and provide a consistent customer experience across all channels including mobile, web, call centers and branches.
• Provide intuitive and smart digital tools to manage payments, bills and personal finance. Payment services providers will not only facilitate transactions but also provide payment advisory and expense management services beyond the sale/payment to downstream processes such as dispute resolution.

Harness the power of real-time data and differentiate with ML

• Leverage ML to combine transaction data and customer data from other sources to learn customer interests, hobbies, financial positions and behaviors to gain actionable insights creating new products, targeting new customers, cross-selling and improving the customer experience.
• Partner with retailers to leverage payment data and create personalized shopping experiences.
• Strengthen authentication, fraud detection and prevention using ML and data analysis tools. Winners will go beyond rules-based capabilities and into predictive information security practices.
• Extract insights from data to create rewards and loyalty programs that reflect lifestyle needs and preferences.

Strategically build and partner to participate in open platforms

• Collaborate with other players in the ecosystem to create the next generation of payment rails, bank networks and alternative form of payments.
• Create partnerships with third parties to facilitate open banking and sharing of customer account information via APIs to improve customer experience.
• Consider payments-platform-as-a-service for greater network reach and stronger foundation in an open banking environment. Market winners will bring together best-in-class services from various service providers in a single ecosystem.
• Use APIs to create seamless system integration. Winners will more efficiently leverage ML technology by integrating with back-end infrastructure for greater agility.

Strengthen core infrastructure and security

• Invest in modern core payments platforms and cloud-based infrastructure to increase resiliency, security, scalability and market agility.
• Build infrastructure for real-time payments, including modifications to existing offerings, operating models, processes and systems.
• Adopt next-level authentication and authorization measures. Winners will strengthen security through tokenization, multi-factor authentication, behavioral biometrics, computer vision technology and password-less authentication techniques.
• Continue to push boundaries to innovate and manage payment credentials.
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