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What is AI compliance? Why act now?

• The AI act will cover many systems that were 
previously not considered as AI but only machine 
learning.

• AI systems are divided based on the risk associated 
to them, for example: 

• High risk systems: HR systems, credit 
assessments, biometric identification, traffic, 
oil, gas, energy systems

• Medium risk systems: chatbots

• Low risk systems: spam filters.

• Every system producer, distributor and user are 
responsible for AI compliance and must assess the 
risk associated with the AI systems they hold. 

• Based on the risk assessment, specific security 
measures must be introduced to ensure AI is 
transparent and explicable, robust, accurate, secure 
and non-discriminatory.

• Specific procedures including risk and data 
management, accountability, transparency and 
human oversight must be introduced.

• Risk management is a continuous process and 
regular checks must take place. 

AI compliance current 
challenges

Since 2018, the EU is working on ensuring that 
the use of AI in EU is safe and ethical. EU has 
adopted both AI strategy and Whitepaper as well 
as works on a draft AI Act since April 2021. 

Many issues that are planned to be regulated in 
the AI Act are in fact enforceable nowadays 
already: based on GDPR & cybersecurity 
regulations (resilience), non-discrimination (based 
on labor law, competition law), civil law general 
rules (e.g. liability).

AI Compliance2

AI compliance requires actions already at 
the beginning of the AI lifecycle to ensure
mature rather than superficial compliance. 

specific AI that 
is aligned with 
your values & 
objectives

AI 
implementation 
must 
correspond to 
the company 
current status 

AI should be 
programmed to 
report its own or 
users’ alleged 
wrongdoing

the technical 
specification 
of AI should 
be thoroughly 
checked in 
order to 
adopt the risk 
based 
approach to 
the entire 
process

AI should be 
monitored 
and evaluated
throughtout
its whole
lifecycle

AI 
software & 
hardware 
security 
must be 
treated as 
the highest 
priority the rules for 

AI transfer, 
termination 
and 
retirement 
should be 
clearly set for 
every 
organization 
using it

Before 
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Implementation
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Potential 
breaches

AI retirement



How we can help?

Deep Dive Session

EY One Stop Shop

EY Law Team
EY Cybersecurity 
Compliance Team
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EY Roadmap to AI

GO!
your 

idea

Is it artificial 
intelligence at 

all?

yesnoWe will choose 
a shorter path 
for this idea.
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EY Teams can help you all along the way.
We will guide you from the risk
assessment, GDPR & AI Act compliance
steps, documentation drafting, security
measures choice and introduction and in
audits.

EY Business Advisory 
Team

EY Data Science Team

Are you interested?

You think you may have an AI system in your company?

You use machine learning systems to enhance customer care,
credit risk assessment, claim management, recruitment?

You like to be up to date and plan your compliance works in
advance?

Come join us for a free deep dive session!

We will take you case and prepare a dedicated workshop to
show you which requirements will most probably apply to you.
If you wish to know more on the upcoming challenges that you
will need to face to both keep a competitive edge and stay
compliant – contact us!

Justyna.Wilczynska-Baraniak@pl.ey.com

Olga.Legat@pl.ey.com

Maciej.Bisch@pl.ey.com
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Justyna Wilczyńska-Baraniak

Partner/Principal, Digital Law Leader 
EY Law Poland

Maciej Bisch

Manager, Digital & Cybersecurity Law

Olga Legat

Manager, Digital & Data Protection Law

Key Contacts
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E-mail: Justyna.Wilczynska-Baraniak@pl.ey.com
Tel: +48 519 098 119

E-mail: Olga.Legat@pl.ey.com
Tel: +48 571 663 578

E-mail: Maciej.Bisch@pl.ey.com
Tel: +48 789 407 568
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Ernst & Young LLP

EY | Building a better working world

EY exists to build a better working world, helping to create 
long-term value for clients, people and society and build trust 
in the capital markets.

Enabled by data and technology, diverse EY teams in over 
150 countries provide trust through assurance and help 
clients grow, transform and operate.

Working across assurance, consulting, law, strategy, tax and 
transactions, EY teams ask better questions to find new 
answers for the complex issues facing our world today.

EY refers to the global organization, and may refer to one or 
more, of the member firms of Ernst & Young Global Limited, 
each of which is a separate legal entity. Ernst & Young Global 
Limited, a UK company limited by guarantee, does not 
provide services to clients. Information about how EY 
collects and uses personal data and a description of the 
rights individuals have under data protection legislation are 
available via ey.com/privacy. EYG member firms do not 
practice law where prohibited by local laws. For more 
information about our organization, please visit ey.com.
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