Artificial Intelligence : ,
Compliance
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Building a better
working world




What is Al compliance?

Since 2018, the EU is working on ensuring that
the use of Al in EU is safe and ethical. EU has
adopted both Al strategy and Whitepaper as well
as works on a draft Al Act since April 2021.

Many issues that are planned to be regulated in
the Al Act are in fact enforceable nowadays
already: based on GDPR & cybersecurity
requlations (resilience), non-discrimination (based
on labor law, competition law), civil law general
rules (e.q. liability).

Al compliance current
challenges

Why act now?

Al compliance requires actions already at
the beginning of the Al lifecycle to ensure
mature rather than superficial compliance.
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How we can help?

EY Roadmap to Al

We will choose n es
a shorter path < 0 y >
for this idea.
Is it artificial
intelligence at
all?

A

your
idea

EY Teams can help you all along the way.
from the risk
assessment, GDPR & Al Act compliance
steps, documentation drafting, security
measures choice and introduction and in

We will quide you

audits.

EY One Stop Shop

EY Law Team

EY Business Advisory
Team
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Deep Dive Session

Are you interested?
You think you may have an Al system in your company?

You use machine learning systems to enhance customer care,
credit risk assessment, claim management, recruitment?

You like to be up to date and plan your compliance works in
advance?

EY Cybersecurity
Compliance Team

EY Data Science Team

Come join us for a free deep dive session!

We will take you case and prepare a dedicated workshop to
show you which requirements will most probably apply to you.
If you wish to know more on the upcoming challenges that you
will need to face to both keep a competitive edge and stay
compliant - contact us!
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Maéiej Bisch

Manager, Digital & Cybersecurity Law

E-mail: Maciej.Bisch@pl.ey.com

Tel: +48 789 407 568
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E-mail: Justyna.Wilczynska-Baraniak@pl.ey.com

Partner/Principal, Digital Law Leader
Tel: +48 519 098 119

Justyna Wilczynska-Baraniak
EY Law Poland

Key Contacts

Olgé Legat

Manager, Digital & Data Protection Law

E-mail: Olga.Legat@pl.ey.com

Tel: +48 571 663 578
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